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The class of DHT-based P2P systems like Chord, Pastry, ffgpes
Kademlia greatly improve over unstructured P2P systems lik W, keyword
Gnutella and Kazaa by providing (1) Scalable and efficig(ibg(n))
lookup and routing for any document (2) Good load balancing 7 TR e
properties for very large number of keys or documents. Hewev

! : Setofk
to lookup a document, its complete initial identifier mustKm®wn ‘ h,() ‘ h,() H ‘ ‘ h,() ‘ hash
to compute its unique hashed key and route to the correct mddeh o ‘
is a major disadvantage compared to unstructured systems. ‘%X(W.)

Our goal in this ongoing project is to create a DHT-based P2P
‘keywordGrouplD[ ‘ nodelD

architecture that supports efficient partial keyword deescin a —

scalable manner. Some recent proposals for keyword se&ich4], m bits

[1], [5] have suggested storing all documents pointers fkeyawvord

on a node corresponding to keylB&eyword). For example, all Fig. 1. The MuIti-h_ashing process which maps eac_h instamee keyword
files which have "usenix” in their title are stored on a singlede to one of thek possible KeywordGrouplDs for a particular keyword
corresponding té(”useniz”). Multiple keyword search can then be|D tags in mp3 files) we computesa’ bit key usingh,, (keyword)
made possible by computing the hashes for each keyword aiithgi  where « is a uniformly distributed random variable over the set
corresponding nodes to fetch all results (which can be gs®Eein 1. ... k. The intuition behind doing this is that they’ bit key
the network for boolean operations before returning). Tocorrect, corresponds to the firstn’ bits of the m-bit nodelD which is
we argue that this approach does not align well with the goBls uniformly distributed over all the nodes. ' = 16 and there are
DHT system for very large scale and transient networks. tigunt - one million nodes, on averaggs = 16 nodes would have the same
of keyword heterogeneity in occurrence frequency as weli@sy value for a particularn’ bit value also called KeywordGrouplD in
frequency further aggravate the problem (These have bemmnsto  our system. Since each instance of the keyword can map tofahg o
follow Zipf distribution): (1) Millions of documents corsponding to hi() hash functions, it can map to any of tikeKeywordGrouplDs
a common keyword can end up on a single node. Overall, disioi  and be stored on any of these nodes belonging to these grohes.
of these document pointers can be heavily skewed over thesnoghotivation behind this technique to distribute keywordtamses is
(2) When a node disappears, all document pointers corré8mpn that using a novel DHT routing architecture these group afeso
to keyword(s) stored on this node are removed from the né&twomhelonging to a KeywordGroupID can be reached and searchétd wi
hampering future searches. This is especially problemiétihe |ow and bounded number of hops, providing the sanagn) number
nodes storing pointers for popular keywords fail. (3) Nodas be of hops as the original proposals which route to a single node
swamped with search traffic for these popular keywords wgat ~ . o qatus

routing hotspots (resulting from routing large number ofssages . . .
We have currently worked out the design and details of thaimul

to a single destination) as well as query hotspots. . i X )
Eashlng process and the corresponding DHT routing arthieec

We have designed a simple DHT architecture Magnolia which which provides low and bounded response time for storage and
not effected by the fore-mentioned problems while simdtarsl . . . .
y ; P whiie si y ookup. Our Technical Report [3] gives more detail alonghwain-

providing logn hops for routing and lookup and low, bounded ) . M
number of nodes visited and traffic generated. Our modelasizen alytical treatment for important performance and scaiigbihetrics:

is a large scale P2P file sharing system with over 1 millionesod Load-balancing of keys (_aggregate and per-keyword), mgu_ﬁnd_
which show high transiency and is responsible for storingrol/ lookup perfqrmance, traffic generated and number of npdﬂsedl
billion documents. Our architecture proposes novel nodriging and th? routing ste_lte kept at each node. Our next _step IS ""‘.‘c"”
and key distribution methods using a multi-hashing scheme a2 Qeta||ed evaluation of the system .to measure |mpor.tant|cmet
makes use of hash function properties to effectively digte pointers using real v_vorld keyword and query d'SI.nbUt'Ons to provadeetter
corresponding to every keyword to a tunable number of nddsing understanding of advantages of Magnolia.
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